
4.	Do Not Forget the People. 
No matter what security technology a company implements, good 

security training and easy access to IT staff are critical in any data 

security plan. The most effective defense against phishing attacks, 

for example, is staff well trained to spot and avoid malicious 

communications. 

It is also important to ensure that a company’s insurance policies 

adequately cover a hybrid work environment. The technologies 

and processes needed to adequately safeguard a network and 

stored data in a work-from-home environment vary depending on 

industry, company size, core technologies, regulatory framework, 

and sensitivity of the data involved. While some form of hybrid 

workplace may well be the ideal fit for a company going forward, 

there are serious risks that need to be considered.

While civil litigators have embraced remote technology, we are beginning to see a return to in-person depositions, 
mediations, and arbitrations. In our state court system, pandemic-related modifications remain in place, including 
the following:

•	 Hearings across all case types will continue to be conducted remotely to the extent possible.

•	 In-person civil jury trials may be held at the discretion of the chief judge and district court administrator.

•	 Remote civil jury trials may be held on agreement of the presiding judge and parties.

Operations in federal court in the District of Minnesota remain modified to encourage remote appearances; however, we 
expect to see a return to in-person civil jury trials, bench trials, and hearings on a case-by-case basis.  

Our litigators practice in Minnesota and throughout the country. If you have questions about a civil litigation matter, 
please contact your attorney at Moss & Barnett. 
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Aaron P. Minster is a member of our litigation group assisting 
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Certified by the International Association of Privacy 
Professionals (CIPP/US) and a former network engineer, 
he has extensive experience in the areas of data privacy 
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